
----------------------------	
Organization	Contact	Information	

----------------------------	
a.	Organization	Official	Name	
Cyber	Peace	Foundation	
	
a1.	Organization	Name	in	English	(if	available)	
Cyber	Peace	Foundation	
	
a3.	Organization	Name	Acronym	(if	available)	
CPF	
	
b.	Organization	Wiki	
	
c.	Organization's	official	website	URL	
http://www.cyberpeace.org	
	
d.	Organization	email	address	
secretariat@cyberpeace.net	
	
e.	Organization	phone	number	(include	country/city	codes)	
+918235058865	
	
f.	Organization	mailing	address	(location	and	postal	address,	if	different)	
B-55(MIG)	Harmu	Housing	Colony		
Birsa	Munda	Rajpath	,	Ranchi		
Jharkhand	Pin-834002	
	
g.	Organization	Country	
India	
	
h.	Organization	City	
Ranchi	
	
i.	Upload	Organization	Logo	
https://atlarge-rails-
production.s3.amazonaws.com/uploads/at_large_structure/logo/747/cyberpeace.png	
	

----------------------------	
Primary	contact	

----------------------------	
	
Primary	contact	Name	
Vineet	Kumar	



	
Primary	contact	Email	
Vineet@cyberpeace.net	
	
Primary	contact	Telephone	
+919570000065	
	
If	primary	contact	has	additional	contact	information,	please	provide	it	below	
	
	

----------------------------	
Secondary	contact	
----------------------------	

Secondary	contact	Name	
Anand	Raje	
	
Secondary	contact	Email	
anand.raje@cyberpeace.net	
	
Secondary	contact	Telephone	
+919831067348	
	
If	secondary	contact	has	additional	contact	information,	please	provide	it	below	
	
	

----------------------------	
Other	contact	

----------------------------	
Additional	contact	information	(name,	email,	telephone,	etc.)	
Purnendu	Singh,	Purnendu.singh@cyberpeace.net,	+919815113566	
	

----------------------------	
Structure	and	Governance	

----------------------------	
	
a.	Are	members	of	your	organization	residents	of	this	specific	region	you	seek	to	represent?	
No	
	
b.	Are	the	officers	of	your	organization	residents	of	this	specific	region?	
Yes	
	
Please	explain	the	answer	above	in	sufficient	detail	so	that	a	person	not	familiar	with	your	
Organization	would	be	able	to	understand	the	reasons	for	your	answer,	and	reference	the	URLs	



where	any	statutes	or	operating	principles	or	other	supporting	information	related	to	this	
question	can	be	found:	
All	the	members	and	staffs	are	from	Asia	Pacific	region	and	working	towards	peaceful	cyber	
space.		
	
c.	Is	your	organization	formally	incorporated	or	organized	under	a	national	legal	jurisdiction?	
Yes	
	
IF	YES:	Please	describe	what	legal	recognition	it	has	and	indicate	the	place	of	legal	incorporation	
or	registration	
Registered	under	Society	Act	21of	1860		
Registered	Place	:	Ranchi	
	
d.	Describe	your	Organization's	structure	(e.g.	governing	and	decision-making	bodies	and	
processes):	
GOVERNING	BODY	
Vineet	Kumar	(President)	Ritesh	Mishra	(Secretary)	Col	B.	Prasad(Treasurer)	
	
BOARD	MEMBERS	
Shri	PC	Haldar,	IPS,	(Retd.)	Shri	SN	Pradhan,	IPS	
Shri	Vineet	Kumar	Colonel	(Retd.)	B	Prasad	Lt	Gen	(Retd.)	DS	Hooda	Prakash	Kumar		
Ritesh	Mishra	Namita	Rai	Varun	Banka	
	
ADVISORY	COUNCIL	
Prof.	AA	Khan		
Pavan	Duggal		
Trisha	Prabhu		
Shradha	Sharma		
Dinesh	O	Bareja		
Durga	Prasad	Dube		
Rakshit	Tandon		
Vishwas	Mudgal		
Rajesh	Srivastava		
Suhan	Mukherjee		
Shri	Kislaya	
	
DIRECTORS	&	DEPT	HEADS	
Mr.	Prakash	Kumar	:	Director-	Partnerships	&	Engagements	
Mr.	Dinesh	O	Bareja:	Director-	Projects	
Col.	B.	Prasad:	Director-	Admin	&	Accounts	
	
DEPT	HEADS	
Mr.	Kumar	Vikram:	Head	of	Designs	
Mr.	Jai	Kumar:	Head	of	Accounts	



Ms.	Preeti	Chauhan:	Head-	Women	&	Child	Online	Initiatives	
Mr.	Anand	Raje:	Head-	Internet	Governance	Initiatives	
	
e.	In	what	language/s	does	your	Organization	conduct	its	business?	
Hindi,	English,	Bhojpuri,	Bengali	
	
	

----------------------------	
About	Your	Members	
----------------------------	

	
a.	Do	you	have	individual	members	with	the	ability	to	vote	in	or	otherwise	control	the	
management	of	the	organization?	
No	
	
IF	NO:	Describe	what	role	individuals	have	in	the	management	and	work	of	the	organization.	
It's	a	volunteer	driven	organization.	The	individual	members	are	activity	based	and	contributing	
towards	the	objectives	of	the	respective	working	group.	However	there	is	scope	of	members	
contributing	in	management,	but	the	final	decision	remains	with	the	board.		
	
b.	Do	you	have	organizations	as	all	or	part	of	your	membership?	
No	
	
IF	YES:	Describe	whether	they	are	profit-making,	non-profit-making,	a	mixture	of	both,	and/or	
what	proportion	of	the	total	membership	each	type	of	private	sector	organization	is.	Please	
also	describe	what	the	nature	of	the	organizational	members	is:	For	example,	are	they	all	of	a	
similar	type	or	interested	in	a	similar	activity	or	policy	area?	
	
	
c.	Do	you	have	governmental	bodies,	or	quasi-governmental	bodies,	as	members	of	your	
organization?	
No	
	
IF	YES:	Please	describe	their	nature	and	role	in	the	decision-making	and	work	of	your	
organization,	and	the	proportion	of	the	total	membership	made	up	of	these	types	of	
organization.	
https://www.cyberpeace.org/patrons	
	
d.	Describe	the	general	membership	–	are	they	predominately	of	one	(or	more)	professional	
background	or	interest	group?	(e.g.	journalists,	online	rights	activists,	consumer	organizations,	
individual	consumers,	etc.)	
Multi	stake	holder	
	



e.	Describe	how	your	Organization	keeps	its	constituents/membership	informed	about,	and	
enables	them	to	participate	in,	decisions	regarding	issues	of	interest:	
Cyber	Peace	Club	
Social	Media	
Website	
Annual	General	Meeting	
	
	
f.	Approximately	how	many	members	of	each	type	of	membership	class	(if	you	have	more	than	
one)	do	you	have?	
10000+	volunteers	
	
g.	Explain	the	eligibility	requirements	(if	any)	for	your	Organization's	constituents/membership:	
Anyone	interested	to	contribute	towards	Cyber	Peace	
	

----------------------------	
Funding	

----------------------------	
	
a.	What	is	the	primary	source,	or	sources,	of	funding	for	your	Organization?	(if	
unfunded/entirely	voluntary	simply	indicate	“N/A”):	
Grants,	Sponsorship,	CSR	Funding,	Donation,	Service,	Crowd	Funding	
	
	
b.	Is	your	organization	mainly	self-supporting	and	would	not	be	dependent	on	ICANN	funding	
for	the	day-to-day	operations	of	the	organization?	
Yes	
	
c.	Do	you	receive	any	funding	from	government	agencies	or	for-profit	entities?	If	so,	please	
describe	below	and	describe	their	involvement	in	the	activities	of	the	organization	(if	they	so	
participate):	
Yes,	from	Foreign	and	Common	wealth	Office	of	British	Government	for	Research	Project	e-
Kawach.	
	
	The	project	eKawach	is	the	initiative	of	Cyber	Peace	Foundation	(CPF)	to	implement	24	
honeypots	(or	more)	across	the	country,	by	Indian	.The	objective	is	to	set	up	the	most	
comprehensive	public	network	of	sensors	to	capture	internet	attack	traffic	and	extract	
intelligence	which	can	be	shared	with	appropriate	government	and	public	agencies	in	the	
country.	
		
A	C&C	has	been	set	up	in	Ranchi	and	the	hardware	is	in	place	to	poll	logs	and	data	from	all	over;	
the	backend	analytics	and	reporting	system	is	being	developed	and	should	soon	be	operational,	
by	the	time	the	installations	are	complete.	
		



	
Ministry	of	Electronic	and	Information	Technology	,	Govt.	of	india	for	Capacity	Building	in	Cyber	
Security	and	Internet	Governance.	
	
We	are	funded	by	multilateral	Organization	like	UN	for	Capacity	Building	program.	
	
	

----------------------------	
Communication	

----------------------------	
	
a.	Does	your	Organization	commit	to	supporting	its	individual	constituents'/membership's	
informed	participation	in	ICANN?	
Yes	
	
b.	Does	your	Organization	post	on	the	Internet	publicly-accessible,	current	information	about	
your	Organization’s	goals,	structure,	description	of	constituent	group(s)/membership,	working	
mechanisms,	leadership,	and	contact(s)?	
Yes	
	
If	this	information	currently	is	available,	provide	URLs	
www.cyberpeace.org	
	
c.	Provide	information	on	your	Organization's	leadership	(leaders'	names,	positions,	emails):	
Name	:	Vineet	Kumar	
Position	:	President	
Email:	Vineet@cyberpeace.net	
	
	
d.	Are	the	leaders	of	your	organization,	as	individuals,	involved	in	other	similar	organizations	or	
entities?	
Yes	
	
If	yes,	please	say	which	ones:	
India	Internet	Foundation	,	Autobot	Infosec,	NAG	
	

----------------------------	
Objectives	

----------------------------	
	
a.	Please	describe	your	Organization’s	mission	and	purpose	(please	post	in	the	text	box	below	
or	provide	a	URL,	if	posted):	
An	award-winning	apolitical	civil	society	organisation	and	think	tank	of	cyber	security	and	policy	
experts.	



Among	the	very	few	organisation	in	the	world	working	for	‘peace’,the	cyber	peace	foundation	
stands	to	be	the	first	NGO	in	the	world	to	workfor	‘Cyber	Peace	‘.Cyber	Peace	Foundation	
focuses	on	awareness,	counselling	,education	,training	and	reaching	out	to	citizens	,	the	
government	firms,law	enforcement	agencies	(LEAs),private	enterprises,NGOs	working	in	cyber-
crime	and	cyber	security	,universities	,cyber	security	experts	and	bug	bounty	hunters	to	provide	
a	common	platform	on	a	global	level	for	all	experts	to	come	under	a	common	umbrella.	In	its	
bid	to	curb	the	ever-increasing	cybercrime	menace	and	promote	cyber	harmony.	Cyber	Peace	
Foundation	has		a	Cyber	Peace	Corps.	We	act	as	a	Point	of	Contact	for	different	government	
,LEAs,	and	cyber	cells	to	ensure	peaceful	settlement	of	any	related	disputes.	The	Aim	of	the	
organization	is	to	empower	through	knowledge	of	threats,	risks	and	opportunities.Cyber	Peace	
Foundation	acknowledge	the	importance	of	conservation	of	cyber	ecosystem,in	the	same	
manner	as	we	work	to	protect	our	real-world	environment	and	is	highly	committed	to	this	
cause.	
	
	
b.	What	ICANN-related	issues	currently	are	of	interest	to	your	Organization’s	
constituents/membership:	
1.	Security	and	stability.	
2.	Accountability	and	transparency	
3.	Capacity	Building	Engagement.	
4.	Internet	Governance	
5.	Policy	
6.	Intellectual	Property	
	
	
c.	Has	your	organization	set	up	any	event,	meeting,	or	real-life	activity	pertaining	to	Internet	
governance	issues,	or	other	issues	related	to	the	interests	of	individual	users?	
Yes	
	
If	yes,	please	provide	examples:	
Securing	Cyber	Space	2017	
Capacity	Building	Program	for	Law	Enforcement	Agencies	
Global	Cyber	Challenge	
Chai	Pe	Cyber	Charcha	
Cyber	Mom’s	training	
Various	Awareness	Drive.	
	
	
d.	Has	your	organization	been	active	in	international,	regional	or	national	Internet	governance	
issues?	
Yes	
	
If	yes,	please	provide	examples:	
Securing	Cyber	Space	2017	



Global	Conference	on	Cyber	Space	
Internet	Governance	Forum		
Round	tables.	
	
	
e.	If	your	Organization	is	accredited,	will	it	commit	to	participating	actively	in	the	Regional	At-
Large	Organization	(RALO)	for	the	region	in	which	your	Organization	is	based?	
Yes	
	
f.	If	your	Organization	is	accredited,	does	it	or	will	it	agree	to	adhere	to	the	provisions	of	the	
Memorandum	of	Understanding	(MoU)	between	the	other	ALSes	in	your	Geographic	Region	
and	ICANN,	as	if	it	were	an	original	signer	of	that	document?	
Yes	
	
g.	Does	your	organization	have	written	bylaws	or	other	constitutional	instruments?	
Yes	
	
IF	YES:	Please	insert	the	text	of	the	written	bylaws	or	other	constitutional	instruments	below	(in	
English	if	available)	
To	ensure	that	all	countries	work	together	(in	synergy)	to	develop	a	common	code	of	Cyber	
conduct	and	a	harmonized	global	legal	framework,	including	procedural	provisions	regarding	
investigative	assistance	and	cooperation	that	respects	privacy	and	human	rights	
	
To	ensure	that	all	G(g)overnments,	service	providers,	(,	not	needed)	and	users,	(missing)	
support	and	promote	International	Law	Enforcement	effort	against	Cyber	Criminals.	
	
To	ensure	that	all	nations’	do	not	use	(no	nation	state	uses)	Cyber	Weapons	&	ICT,	including	
networks,	to	carry	out	hostile	activities	or	acts	of	aggression,	pose	threat	to	I(i)nternational	
P(p)eace	and	security	or	proliferate	information	weapons	or	related	technologies	
		
To	comply	with	the	Charter	of	the	United	Nations	and	universally	recognized	norms	governing	
international	relations	that	enshrine,	inter	alia,	respect	for	the	sovereignty,	territorial	integrity	
and	political	independence	of	all	States,	respect	for	human	rights	and	fundamental	freedoms	
and	respect	for	the	rich	diversity	of	history,	culture	and	social	systems	of	all	countries;	
	
To	endeavour	to	ensure	the	supply	chain	security	(to	ensure	the	security	of	the	supply	chain	)of	
information	and	communications	technology	products	and	services,	in	order	to	prevent	other	
States	from	using	their	resources,	critical	infrastructures,	core	technologies	and	other	
advantages	to	underminethe	right	of	the	countries	that	have	accepted	the	code	of	conduct,	to	
gain	independent	control	of	information	and	communications	technologies	or	to	threaten	the	
political,	economic	and	social	security	of	other	countries;	(which	could	undermine	the	rights	of	
other	countries	and	threaten	their	political,	economic	and	social	security)	
	



To	reaffirm	and	uphold	all	the	rights	and	responsibilities	of	States	to	protect,	in	accordance	with	
the	relevant	laws	and	regulations,	their	information	space	and	critical	information	
infrastructure	from	threats,	disturbance,	attack	and	sabotage;	
	
To	fully	respect	and	protect	rights	and	freedom	in	information	space,	including	rights	and	
freedom	to	search	for,	acquire	and	disseminate	information	on	the	premise	(subject	to	the	
condition)	of	complying	with	relevant	national	laws	and	regulations;	
	
To	promote	the	establishment	of	a	multilateral,	transparent	and	democratic	international	
Internet	management	system	to	ensure	an	equitable	distribution	of	resources,	facilitate	access	
for	all	and	ensure	a	stable	and	secure	functioning	of	the	Internet;	
		
To	lead	all	elements	of	society,	including	its	information	and	communication	partnerships	with	
the	private	sector,	to	understand	their	roles	and	responsibilities	with	regard	to	information	
security,	in	order	to	facilitate	the	creation	of	(create)	a	culture	of	information	security	and	the	
protection	of	critical	information	infrastructures	
	
To	assist	developing	countries	in	their	efforts	to	enhance	capacity	building	on	information	
security	and	to	close	(bridge)	the	digital	divide;	
	
To	bolster	bilateral,	regional	and	international	cooperation,	promote	the	important	(significant)	
role	of	the	United	Nations	in	formulating	international	norms,	peaceful	settlements	of	
international	disputes	and	improvement	in	(facilitate)	international	cooperation	in	the	field	of	
information	security,	and	enhance	coordination	among	relevant	international	organizations;	
	
To	settle	any	dispute	resulting	from	the	application	of	the	code	through	peaceful	means	and	to	
refrain	from	the	threat	or	use	of	force.	(To	ensure	peaceful	settlement	of	any	dispute	arising	
out	of	application	of	the	code	and	prevent	the	use	of	force)	
	
	

----------------------------	
Signature	

----------------------------	
	
Signature	
Vineet	
	
Name	
Vineet	Kumar	
	
Title	
President	
	
	


